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Abstract 

 

In this research oriented masterôs thesis we have proposed a future vision of ITS (Intelligent 

Transport Systems) by utilizing the novel concept of HWA (Heterogeneous Wireless Access). 

Our proposal is backed by the investigation of the results of experiments conducted at CERES 

(Centre for Research on Embedded Systems), Halmstad University, Sweden to evaluate the 

quality of communication for V2V and V2I by using the IEEE 802.11p standard. We have 

also identified the expected scenarios with need of any other communication technology in 

replacement of IEEE 802.11p for V2V and V2I communication. We have also investigated 

the relevant research projects, experiments and their results on the basis of predefined 

constraints. In the investigated research projects the concept of HWA has been correlated with 

our proposal of HWA for ITS. We have identified that for smooth integration of any 

communication technology with IEEE 802.11p, an efficient and smart vertical handover 

protocol or method will be required. We have presented a blue print of a custom designed 

vertical handover technique which can be implemented for future ITS with further 

enhancements and experimental evaluations.  We have also evaluated the worst case scenarios 

to assess the suitability of the HWA for the ITS. We proposed few solutions based on the 

evaluation of communication scenarios for the integration of IEEE 802.11p with other 

wireless communication technologies. Finally we have provided some conclusions and 

suggested future researches which must be conducted to realize the dream of ITS with support 

of HWA. 
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1 Introduction 

 

Proposed ITS (Intelligent Transport Systems) communication standards will use several 

networking technologies, these communication systems are very demanding in respect of time 

critical data communication. To implement future ITS (Intelligent Transport Systems) we 

need extremely reliable networking technologies. ITS (Intelligent Transport Systems) require 

networking technology or technologies which can support various nodes with best results for 

connection establishment, connectivity, communication of  time critical data, security etc. 

Recently several advances have been made for the implementation of ITS networks and 

protocol definitions have been provided for different layers.  

 

Any network in an ITS (Intelligent Transport System)  will be designed and implemented in a 

layered approach something like OSI reference for better realization and understanding. IEEE 

802.11p is one of the most important proposed MAC layer protocol for (ITS) Intelligent 

Transport Systems. IEEE 802.11p is developed by the enhancement of the IEEE 802.11 

standard for wireless communication. As claimed the IEEE 802.11p is able to support the 

wireless access in vehicular environments (WAVE) [1]. 

 

1.1 Motivation and Problem Statement 

 

Many researchers have conducted the analytical research to test and verify IEEE 802.11p as 

the best protocol for MAC layer in vehicular environments but according to their findings that 

is not the best option as it is [2].  IEEE 802.11p has some drawbacks and is not the best 

contender for the wireless vehicular environments; the most important drawback is the 

CSMA/CA based MAC protocol. Since IEEE 802.11p has been proposed without any 

changes in the MAC protocol, it is not possible for any ITS application (safety application) to 

provide the best results for communication of time critical data [2]. 

 

Researchers have proposed some modification, amendments or enhancements for the IEEE 

802.11p to rectify those flaws in the purposed protocol. One of  the most important  concept 

proposed by Annet  Böhm  and Magnus Jonsson, is  to place a sub-MAC layer on top of the 

IEEE 802.11pôs CSMA/CA MAC layer for the communication of time critical data [2][3]. 

This enhancement will make ITS safety applications to achieve better results. This 

enhancement will not disrupt the IEEE802.11p in any fashion. We assume that above 

mentioned solution is one of the best to achieve a very much reliable communication for 

WAVE (Wireless Access in Vehicular Environments). This solution can make this network 

almost as much reliable as it was expected theoretically.  
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1.2 Application and Technology Area 

 

But even after those enhancements there are possibilities of connectivity problems due to 

several reasons while using IEEE 802.11p and the expected reliable ITS for safety application 

might be impossible. Recently, as mention in [4], some practical experiments have been 

conducted to test the connectivity and quality of signal while using IEEE802.11p. There were 

a few situations where the outcomes were disappointing due to lack of LOS (Line of Sight), 

surrounding obstacles, speed of the communicating vehicles etc. On the basis of these 

experiments and their outcomes we have concluded that much work is required to investigate 

these situations and to find some alternative technologies that possibly could be integrated in 

the Enhanced IEEE 802.11p based ITS so that more intelligent, efficient and reliable 

Transport Systems  can be designed and implemented.  

1.3 Approach Chosen to Solve the Problem 

 

In the study reported in this thesis we have investigated the scenarios where even the 

enhanced protocol fails to give expected result due to loss of connectivity or loss of signal 

quality etc.  There are several reasons for these situations which includes, surrounding 

environment, obstacles and combined effect of speed and odd location for which 802.11p is 

not designed and will not be able to support. In this research we will closely look into those 

situations and the causes in detail. Many related wireless communication technologies will be 

investigated for their suitability factor for proposed ITS networks. Based on the research we 

will find the best alternative technology or technologies to be used if connection is lost or 

communication is not possible.   

 

There are several options available to be implemented in the ITS (Intelligent Transport 

Systems), but the main issue is which is the best and realistic for certain scenario or for the 

whole system. Before proposing any addition to the system for better and reliable 

communication other factors cannot be ignored which includes cost, realistic implementation, 

application overhead, hardware overhead etc. In this analytical research we have to keep a 

close eye on the predefined constraints of each and every scenario and the whole system. Also 

the proposed technology must be the best solution without losing the real goals of the 

proposed ITS applications. This study has required detailed investigation of the technologies 

and the cohesion with the proposed ITS and its applications. 
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1.4 Thesis Goals and Expected Results 

 

This study has involved the detailed investigation of various alternative technologies with 

their pros and cons. The most important factor will be their usability in real-time 

communication environments. Also their implementation on application level should not be 

ignored and various other relevant factors like financial cost and integration with proposed 

Intelligent Transport Systems. Several communication systems which are already 

implemented can possibly be integrated with proposed ITS applications for the best result, for 

example Internet for the Fast Trains, Road Busses network communication, satellite based 

mobile communication etc. Recently very efficient Short/Medium Range Communication 

Technologies have been tested and implemented. These could be considered as a better 

solution for future Intelligent Transport Systems. Therefore in this research work we will look 

into these technologies closely. An important issue will be the vertical handover between one 

or more technologies and IEEE802.11 with its enhanced version. Vertical handover is the 

most complex and concerned area of this research work and has been investigated in details.  

 

There are various potential technologies. Some of them are: 

 

¶ Mobile Communication Technologies (GSM, GPRS, UMTS, LTE) 

¶ WiMAX (World interoperability for Microwave Access)  

¶ Satellite Communication Technologies  

¶ Short-Range Communication Technologies (Bluetooth, Wireless USB, 

DASH7, ZigBee etc.) 

 

We take a look into these technologies and their possible integration with the ITS using the 

enhanced IEEE 802.11p. As described earlier, we suggest technologies to be integrated as an 

alternative if connection is lost or communication is not possible. We have to look into these 

technologies and their characteristics in detail such that we will not lose the track of our main 

goals or domain of our research work.  
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2 Background 

 

Before going to any conclusions or finding out any results we have to go through a detailed 

investigation of previous experiments conducted within the same domain of research. We 

have noticed that some relevant experiments have been conducted at Halmstad University 

under the CERES (Centre for Research on Embedded Systems) department to evaluate the 

performance of IEEE 802.11p. The results of these experiments can provide us with solid 

grounds to understand the problem we are addressing and to find better solutions for the 

problem under consideration.  

2.1 Investigation of Experiments conducted in CERES 

 

In our investigation of previously completed experiments we have concluded some scenarios 

which are very important in relation to the connectivity problems while using IEEE802.11p. 

In this research work we would like to concentrate on the experiments done in CERES [4]. 

During these experiments the following scenarios, summarized below because of their 

importance and relevance to our research work. 

2.1.1  Open, Straight Road 

  

In this experiment the surrounding environment was clear, with limited disturbance was 

present in the form of vegetation or buildings. In these experiments the results were very 

satisfying in both scenarios where a receiver was moving away from the transmitter and 

receiver was moving towards the transmitter. Also 100 % PRR (Packet Reception Ratio) was 

achieved between the distances of 450m and 550m for both cases. The full connectivity was 

achieved at a distance of 500m between the transmitter and receiver. Here again the important 

factor is the LOS; LOS was maintained during this experiment and additionally not many 

obstacles were present on either side of the road. Our focus is on those scenarios when LOS 

has been lost or was not possible due to obstacles or vehicles in between the transmitter and 

receiver and communication is necessary due to any emergency reason. There needs to be 

another option for communication between these nodes when communication is not possible 

with IEEE 802.11p. Also we need to consider a scenario when there are not many vehicles on 

a straight road and both nodes are at a distance where communication is not possible with 

IEEE 802.11p as a minimum we must have alternative technology to make the 

communication of time critical data at least. 

2.1.2 Highways 

 

In a highway scenario the result of the experiment shows that the LOS was considered as a 

default and then the results were quite robust and satisfying. In these experiments LOS was 

unbroken between both mobile nodes during when they were driving at a high speed in 

opposite directions. However, the important issue here will be whether they are not in a 

constant LOS due to the structure of the Highway Roads at specific locations; curves, bend or 
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some other mobile node or whether any other object is causing NLOS phenomenon. We 

cannot leave the mobile nodes without an interaction; to develop a secure ITS we want them 

to communicate in order to transfer the safety related data as a minimum even when they have 

somehow lost the LOS. There can be many other situations where the LOS will be not 

maintained between mobile nodes. We must have some alternative communication 

technology between these nodes to communicate at least the time critical data to have a 

reliable ITS in above mentioned situation. 

2.1.3 Urban Environments 

 

In urban environments there are always more obstacles for the communication devices to 

maintain their LOS. Experiments which were conducted in urban environment showed 

satisfying results until the LOS between two node/devices were maintained. On the other hand 

whenever the LOS was not maintained the connectivity between the receiving and sending 

nodes were almost lost. Also the data communication (sending and receiving of packets) 

between communicating devices; was almost non-existence especially if the devices were in 

different streets. Practical implementation of ITS (Intelligent Transport Systems) will not be 

able to provide LOS always to all communicating devices and also this approach will not be 

logical and realistic. This factor specifically relates to how different nodes will be in towns or 

cities with small streets and approaching each other and there is some situation which must be 

known by the all mobile nodes in advance within same vicinity. We have strong evidence for 

the need of an alternative communication technology when communication is not possible 

with IEEE 802.11p for a reliable and secure ITS. 

2.1.4 Rural Environments-Steep Crests 

 

In these experiments observation has proved that until and unless LOS was maintained 

communication was possible but whenever the NLOS occurs the connectivity was lost. Also 

the PRR was 0 % even when the both (transmitter and receiver) were at a distance of 10-m 

from each other but LOS was lost due to crests [4]. In this experiment one of the nodes was 

still and the other was moving at a slow speed which shows this experiment was conducted in 

an ideal situations. In real life the connectivity could be easily lost due to the same effects 

(steep crests and or high speed). The realisation of a reliable ITS will be crucial unless the 

support of another communication technology is provided whenever connection is lost within 

IEEE802.11p. 

2.1.5 Rural Environments-curve with vegetation 

 

In this experiment limited LOS has been observed when the transmitter was idle but the 

receiver was moving at a very slow speed such as walking speed or even less. Even in this 

scenario where the speed was so much less than real life vehicle speeds the connectively was 

lost at the distance of 140m (PRR = 0). [4] 
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2.2 Important Identified Constraints  

 

From the above discussion we can conclude that there are several situations where we can not 

only rely on the IEEE802.11p for the communication between several nodes (vehicles on the 

road; sometimes at very high speed) to have secure ITS. To achieve our goal of a realistic, 

reliable and secure ITS we must have some alternative communication technology to prevent 

connection being lost in the instances described above. Also based on the above discussion we 

have identified several important factors or constraints which must be considered whenever 

we want to identify alternative communicating technology to work in cooperation with 

IEEE802.11p for vehicular wireless communication. ITS should be able to provide full 

support in worst case emergency scenarios using such cooperative networks. 

The following issues need to be considered: 

2.2.1 NLOS     

 

NLOS is an important factor in relation to the research we are conducting. Before 

suggesting any technology to support communication between various nodes we must 

make it sure that this technology is not dependent on the LOS for connectivity. As 

mentioned above IEEE802.11p canôt give excellent results for connectivity whenever 

the LOS is lost. The technology we are going to suggest must show the best result for 

communication & connectivity without depending on the LOS. 

2.2.2 Fast Mobility                                                                                                                                       

 

As mobile nodes are moving at very high speeds; this is an important factor in our 

recommendation for suggesting any technology for communication. This is an 

important issue to consider when deciding which communication technology to 

recommend. Speed, for the purpose of our research, refers to the mobile nodes 

(vehicles) moving at a high speed. We are dealing with a network where nodes are not 

only mobile but also moving at high speeds so communication between devices while 

they are on move is essential. We have to suggest alternative technology which is at 

least capable of satisfying this demanding constraint/ factor but ideally is better. 

2.2.3 Coverage                                                                                                                

 

Distance is also an important constraint in this scenario. In a vehicular wireless 

network the nodes could be at a great distance from each other in some scenarios yet 

communication is still essential to satisfy the condition of the intelligent and efficient 

transport system. As discussed above the IEEE802.11p canôt support communication 

between two devices which are at long distances. The connection was even lost at 

shorter distances due to other factors as explained earlier. For the best implementation 

and realisation of an ITS we must consider ability to cope with distance, as an 

important factor when choosing any other technology to work in cooperation with 

IEEE802.11p to deliver the time critical data.  
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2.2.4 Vertical Handover/Integration                                                                                 

 

Vertical handover or integration between IEEE802.11p and the proposed technology 

is one of the crucial issues. We are proposing another communication technology to 

operate in conjunction with the IEEE802.11p in order to deal with time critical data 

whenever connection is lost. The proposed technology must be capable of a robust, 

fast and reliable vertical handover. Before proposing any communication technology 

the vertical handover between IEEE802.11p and the proposed technology must be 

considered closely.   

 

2.2.5 Cost                                                                                    

 

Cost implications are important and constrains must be considered carefully. We will 

need a whole infrastructure for the implementation and deployment of ITS networks.  

ITS will include hardware (transceivers, antennas etc.) inside a mobile node 

(vehicles), road side equipment; and other components for the ITS system. The 

deployment and maintenance of such networks is very expensive. Therefore we have 

to identify the best solution with lowest financial cost possible.  

  

During our research we have identified the major constraints which must be considered with 

regard to the proposed technology. We will look into various available technologies which are 

realistic and practical candidates for our proposed technology. Some of the options are already 

implemented or researched in relation to whether they cooperate with WLAN to provide 

seamless Internet and communication between high speed moving nodes. Also there are some 

technologies which are not already being used in similar kinds of networks but are of 

important consideration in our research. However before suggesting and proposing any 

technology we have to look into all the pros and cons of that specific technology on the basis 

of predefined constraints as identified earlier.   

2.3 Identified Situations with Need of HWA (Heterogeneous Wireless Access)  

 

In this research work our main concentration is on the V2V communication in VANET 

(Vehicular ad-hoc networks) environments. We have identified some scenarios or situations 

where no RSU will be available or will be temporarily out of service due a technical reason or 

other reasons as explained later. The purpose of this investigation is to identify these 

situations so that systems designers can consider it before the implementation of an ITS with 

support of only one wireless communication technology, which in our case is IEEE 802.11p. 

We are presenting this also to convince our readers that heterogeneous wireless networks will 

be a better and more reliable solution for any ITS. 
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We would like to introduce briefly a few basic concepts of VANET to assist readerôs 

understanding before going into further details. Warning messages are most important 

because they include the information about an emergency situation and are bound to a tight 

time deadline. Heartbeat messages are also important and are exchanged regularly to update 

various nodes about their location etc. Heartbeat messages, warning messages and defining 

various priority zones is very practical and handy for the implementation of the ITS as 

proposed by other researchers with an enhanced version of IEEE 802.11p protocol in [5][3]. 

These Priority zones are defined based on the geographic position of a mobile node from a 

hazardous situation. These hazards can include highway entrances, road works and any 

accident-prone road sections. Figure 1 is depicting the logical concept of these priority zones 

based on the distance from the hazardous situation and RSUôs awareness of the nodes in a 

particular zone so that emergency situations can be avoided.   

 

 

 

Figure 1: Priority Zones based on the position of a vehicle. 
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We know that the proposed protocol IEEE802.11p is for V2V and V2I communication but 

results of various experiments as reviewed in section 2.1 have proven that V2V 

communication will not be reliable for delivery of time critical data or safety related data due 

to having only one wireless communication network technology. We have identified some 

scenarios which can be helpful for network system designers of vehicular networks to 

consider before implementation of ITS. These scenarios are also very important to support our 

argument that there is a need for heterogeneous wireless communication networks to have a 

reliable real-time communication for ITS. We have included figures to make them more 

understandable in real-time environments and to illustrate how we are expected to face these 

situations in vehicular networks. 

2.3.1 Scenario 1: RSU not available 

 

Practically it will not be possible to deploy RSUs all over road networks of a country, city or 

town due to the cost implications which includes hardware, maintenance and deployment 

costs etc. In real life cost will be a major factor in the implementation of an ITS or any other 

technological project for the modernization of any system therefore it is not possible to ignore 

it. As previously discussed by other researchers, it is not financially very practical to deploy 

RSU at every 1 km or so [1]. But communication and connectivity between nodes or mobile 

vehicles is incredibly important to avoid accidents or emergency situations wherever they are 

present.  We can see in Figure 2 that an RSU is not available at all in between two vehicles 

and IEEE802.11p is also not able to provide connectivity or communication due to distance, 

NLOS or surrounding obstacles as explained in section 2.1. 

 

 

 

Figure 2: No RSU is available and IEEE802.11p has lost connectivity. 
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In this situation these vehicles are not aware of each otherôs presence and if they have some 

safety related data to be delivered they cannot do it. There is no benefit in having an ITS if 

this issue cannot be resolved. We can use the idea of utilizing the availability of the other 

wireless communication technology within the same area.  For example we can consider 

cellular or mobile communication networks including UTMS, 4G, to take over for at least the 

delivery of warning massages between nodes and of course heartbeat messages.  We may 

consider more than one technology to take over communication responsibility from 

IEEE802.11p depending on the area. For urban areas short range and medium range 

technologies can be considered whereas in rural areas more wide range technologies would be 

suitable which includes Wi-Bro, WiMAX and UMTS [6].  

2.3.2 Scenario 2: Faulty RSU  

Another reason or situation which requires alternative wireless technology to achieve 

communication between several nodes in an efficient way to provide the communication of at 

least safety related messages is where the RSU is not working effectively.  Previous 

experiments indicate that IEEE802.11p is dependent on LOS and there are many situations 

where the communication or connectivity was lost in rural areas e.g. when nodes were in 

different streets connectivity was lost. 

 

Figure 3: RSU is damaged and IEEE802.11p cannot support communication 
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When RSUs are out of order due to some damage or technological fault communication 

between nodes will be lost.  If an incident has occurred or might occur the issue of how safety 

messages cannot be passed over to surrounding nodes is shown in Figure 3. If a VANET of an 

ITS has support for the heterogeneous wireless communication technologies then messages 

could be instantly passed over using any other available wireless technology for example WI-

Max or Mobile networks to broadcast safety messages to all nodes. In this way we can 

achieve the real-time supported ITS wireless networks. We therefore must have 

heterogeneous wireless communication technologies instead of relying on only one 

technology because it will provide more reliability and availability of communication.   

 

2.3.3 Scenario 3: Out of Range Vehicles 

 

Vehicles which are outside the range of a nearest RSU either for a longer or shorter amount of 

time will also be in need of any other wireless communication technology to pass the safety 

messages to the approaching vehicles in advance. We would like to consider a situation where 

a vehicle is out of the range of IEEE 802.11p but this vehicle is carrying some important data 

which must be communicated before few other vehicles will be in any of the priority zones 

otherwise a critical situation can occur.  

 

 

Figure 4: The RSU is out of range and not accessible even via another mobile node 
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Also we can consider a situation where a node or a vehicle is just outside the low priority zone 

but has some important data to be communicated within the high priority zone or to a RSU 

but not many vehicles are present close to an RSU to take this message and pass it on as 

shown in Figure 4. If a warning message canôt be delivered a dangerous situation can occur 

when that particular node enters into the higher priority zone or any other vehicle enters 

within the range of the RSU.  

2.3.4 Scenario 4: Non-Safety Application  

 

Heterogeneous wireless access for VANET can be very useful for the non-safety application 

of ITS. We can assume that consumers will not be happy to have separate/various systems 

installed on their vehicles for safety/non-safety applications. An ITS should be able to provide 

users with an integrated solution for both. A heterogeneous network access for VANET will 

be able to provide seamless services for non-safety applications also to make it more 

interesting and attractive for the consumer. In an ITS if connectivity based on IEEE 802.11p 

is entirely lost the alternative wireless communication technology will take over for a non-

safety application also but will have relatively flexible deadlines and users will have access to 

entertainment services in a more secure environment. 
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3 Investigation of Candidate Technologies 

 

We have investigated some candidate technologies to find out which one or more of them that 

can operate in cooperation with IEEE 802.11p. The goal of an ITS with support of reliable 

real-time communication can be realized by the integration of one or more candidate wireless 

communication technologies with IEEE 802.11p. We have analytically evaluated these 

communication technologies on the basis of certain predefined constraints (as mentioned in 

section 2.2 ) and some research projects  where these candidate technologies are being used in 

relevant manner i.e. mostly integrated with WLAN to provide seamless Internet connectivity 

to fast mobile nodes. Integration of these technologies with IEEE 802.11p is also of 

importance because we know that in future ITS have to provide support for many non-safety 

applications for mobile nodes. We have also included one short range technology which can 

be helpful when the battery power of a mobile node is critically low but delivery of safety 

related data is still essential. Also short range communication technologies will be important 

if we want to integrate WPAN (Wireless Personal Area Network) with an ITS so that for 

example bike riders or even people walking around can be alarmed of the emergency 

situations. 

 

3.1 Mobile WiMAX (World interoperability for Microwave Access) 

 

WiMAX is one of the advanced technologies available to provide communication between 

various nodes using microwaves. WiMAX is based on the IEEE 802.16 standards and 

provides the support to fixed nodes for broadband connection for MAN (Metropolitan Area 

Network). We are more interested in the mobile version of WiMAX, IEEE 802.16e. Mobile 

WiMAX is suitable to provide communication for mobile devices and WiMAX is an effective 

communication technology if nodes are mobile at high speed. Also some other 

communication systems like the Internet in fast trains are using Mobile WiMAX in 

conjunction with other communication technologies [7].  In relation to our research work 

Mobile WiMAX is an interesting candidate because it is designed for communication between 

mobile nodes. Let us consider Mobile WiMAX on the basis of predefined constraints to 

evaluate its suitability for an ITS.  

3.1.1 LOS 

 

Mobile WiMAX supports the NLOS environments to provide communication services. This 

means that Mobile WiMAX is one of the ideal solutions to our problem, as it has no 

dependence on LOS for communication or connectivity. Mobile WiMAX uses OFDMA 

(Orthogonal Frequency Division Multiple Access) for the air interface. OFDMA also provides 

better multipath performance [8]. In an ITS Mobile WiMAX could play an important role 

when connection is lost with IEEE802.11p due to an obstacle; taking over and providing 

communication between nodes. In general Mobile WiMAX and IEEE802.11p can enhance 

the reliability of the ITS and especially the deliverance of time-critical data to each node 

without any delay. We can conclude on the basis of the NLOS dependence characteristic of 
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Mobile WiMAX, that it is an ideal Candidate for an ITS working in conjunction with 

IEEE802.11p. 

3.1.2 Vertical Handover/Integration 

 

In order to address the issue of vertical handover between IEEE802.11p and Mobile Wi-MAX 

we will investigate a novel architecture designed to provide Internet services for fast trains; 

named as SWiFT [7]. In this project a smart architecture system has been proposed and which 

relies on heterogeneous wireless networks to provide Internet services to passengers in fast 

trains.  In SWiFT they have proposed integration of WLAN and Mobile WiMAX for seamless 

Internet services. In the above mentioned research work three tier architecture has been 

proposed for broadband wireless communication for trains. Our focus on this architecture is 

more on the integration or vertical handover between WLAN and Mobile Wi-MAX.  

 

 It is important to note that fast mobility has been considered in this architecture for vertical 

handover between both communication technologies. In this work the concept of IGW 

(Interface Gateway) has been adopted for the interoperability of WLAN IEEE802.11e and 

Mobile Wi-MAX IEEE802.16m to achieve seamless communication [9]. It is notable that 

IGW will work as an Access Point at the same time for WLAN and SS (Subscriber Station) 

for a Mobile WiMAX base station as shown in Figure 5 and proposed in [7].  

 

 

 

Figure 5: Architecture of IGWs (Interface Gateways) as proposed in [7] 
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Also in this novel architecture MAC layer bridging is introduced among the priority queues of 

both communication technologies. MAC layer bridging supports seamless mapping between 

various communication services and this will reduce the implementation complexity of the 

networking infra-structure for an ITS. In our case IGW can be implemented inside a RSU 

(Road Side Unit) as it will provide the access to IEEE 802.11p and will hand-over to the 

Mobile WiMAX whenever needed. The hand-over process will be less complex and will be 

faster which will provide better communication [7].  

 

We would like to motivate the system designers to consider the concept of optical links based 

road side infrastructure i.e. interconnecting all the RSUs with an optical communication based 

backbone infrastructure as elucidated in the Figure 6. This concept has been used for the 

backbone infrastructure of SWiFT to integrate all IGWs. 

 

 

 

 

Figure 6: Proposed Backbone Optical Links Based Infrastructure for RSUs Interconnectivity  

 

A new standard, IEEE802.21 is under investigation for the practical implementation and 

interoperability of heterogeneous wireless networks as discussed in the section 5.3.3 [10]. 

IEEE 802.21 can be very productive and supportive for the implementation of heterogeneous 

wireless networks in ITS. 

3.1.3 Fast Mobility 

 

Fast mobility of nodes is one constraint of significant importance whenever considering any 

communication technology for ITS. IEEE 802.16m aims to provide a minimum of 100Mbps 

data rate to fast mobile nodes up to the speed of 200 km/h and even above [7]. This is a very 
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promising sign and suggests that Mobile WiMAX is capable of providing uninterrupted 

wireless connectivity to high speed nodes. IEEE802.16e has been designed in such a way that 

it is able to support spectral efficiencies of at least 1-2bps/Hz while nodes are at a speed of 

200kmph or above [7]. Fast mobility of nodes could hinder the vertical handover between the 

various wireless communication technologies. The vertical handover method for 

IEEE802.11p and IEEE802.16e, as described earlier, could be a very practical approach for a 

fast handover to achieve the delivery of time critical data within required time spans. IEEE 

802.16e provides handover schemes with less than 50 milliseconds handover delay, which is a 

very positive factor for ITS and ITS applications [11]. 

3.1.4 Coverage/Range 

 

IEEE 802.16m can operate in less than 6 GHz. It operates at 2.3 GHz in Asia Pacific, at 2.5 

GHz in Americas and in EU- European Union it operates at 5.5 GHz [12].  IEEE802.16m is 

able to provide the data rate of 70 Mbps in theory [12]. Whereas distance between sender and 

receiver is an important factor to achieve the expected results in relation to data rate because 

the signal attenuation can increase by increasing distance. The maximum transmission range 

of Mobile WiMAX is about 56 km but again practically recommended range in rural areas is 

10 km and for urban areas it is about 1.6 km [12].  In urban area distance is reduced due to the 

possibility of more signal interference with building structures and presence of other signal. In 

the perspective of ITS, the range of Mobile Wi-MAX will be suitable and can operate with 

IEEE802.11p to achieve the reliable communication. We have assumed that V2V 

communication will be more important between nodes/ vehicles which are closer to each 

other than at a far distance. Mobile Wi-MAX will be suitable to take over if connectivity is 

lost between nodes/vehicles while using IEEE 802.11p. 

3.1.5 Cost 

 

The cost factor is a major constraint for the success of an innovative idea in any technological 

area. We have to consider cost for the deployment, implementation and integration of Mobile 

WiMAX and IEEE 802.11p for an ITS. Costs can cause a bottleneck towards the success of 

any productive and futuristic idea.  The integration of IEEE802.16e and 802.11p can provide 

an ITS with a cost effective solution but we will require hardware support for every node or 

mobile vehicle to make them capable of communicating using Mobile WiMAX whenever 

needed.   
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3.2 Satellite communication 

 

Satellite communication is one of the candidates for a proposed technology to work in 

cooperation with IEEE802.11P to implement more secure ITS application.  We have to 

investigate any technology with our predefined constraints before proposing it as a best 

candidate for future ITS and their applications. We have discovered that many other 

communication applications or systems are using satellite communication and in those 

systems more than one communication technologies might be implemented. We will use these 

implemented or researched systems as a reference for the suitability of satellite 

communication for future ITS. Also we will investigate some common features of these 

systems or applications with ITS, including mobility and maximum availability as explained 

in [13] and [14]. 

 

3.2.1 LOS 

 

Satellite communication is dependent on LOS and it loses communication whenever the 

antenna is obstructed by an obstacle. In a system where satellite communication is considered 

for cooperating with WLAN for the communication, a major drawback of satellite 

communication is the loss of connectivity whenever the trains are inside stations or inside a 

tunnel [15]. In our case we can use IEEE802.11p to take over whenever connection is lost by 

satellite communication but our experiments have proved that IEEE802.11p is very much 

dependent on LOS. We intend to try to find a communication technology which is not 

dependent on the LOS at least whenever there is a probability of losing communication via 

IEEE 802.11p. We can conclude on the basis of the above discussion that if many nodes are in 

a tunnel or under a bridge and communication is lost with IEEE802.11p, satellite 

communication will not be available to take over and make possible the delivery of at least 

time critical data. According to the above discussion satellite communication is not an ideal 

candidate communication technology because it is not satisfying the condition NLOS.  

 

3.2.2 Vertical Handover / Integration 

 

Vertical handover between IEEE802.11p and satellite communication is an interesting area of 

research and very important factor for consideration of proposed technology.  An Internet 

service for people travelling in high speed trains is one of the major research areas and several 

countries are working and implementing such networks swiftly e.g. UK etc. To study the 

handover  we will go through the handover between satellite communication and WLAN 

(IEEE802.11) and it will help us to understand the suitability of satellite communication for 

future ITS. Much work has already been done in this area and it is very helpful to understand 

handover as an important constraint for satellite communication to qualify as the proposed 

communication technology. Some interesting work has been proposed by Myung-hee Han and 

others for fast IP handover between geo stationary satellite networks and wireless LAN for 
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high speed trains [15]. In their research work they have applied PEP (Performance Enhancing 

Proxy) inside the network to enhance the performance of handover. We know that IEEE 

802.11p is based on the WLAN therefore considering this evaluation will be helpful to 

understand the handover between IEEE802.11P and geo satellite communication 

technologies. We know that communication delays for WLAN are 20 ms but its value for the 

geo satellite is about 260 ms, as proved in equation 1 [15]. Hence the disconnection time for 

handover to each link will be 140 ms and 1300 ms as reported in [15]. In their proposed 

scheme [16] the handover latency was reduced but TCP throughput was not ideal due to an 

increase in RTT (Round Trip Time). Increase in the RTT was caused due to the movement of 

the MR (Mobile Router). The introduction of PEP (Performance Enhancing Proxy) has 

improved the performance. PEP was introduced as an algorithm or a method to enhance the 

performance of TCP links. A gradual decline in the quality of the TCP links was observed 

including satellite links [15]. PEP is considered as a better solution because introducing a 

specific algorithmic enhancement within TCP protocol is not feasible. 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 4: Simulation configuration the network with PEP as presented in [15] 
 

Proposed fast IP handover with and without introduction of PEP has improved handover. The 

results of both handover scenarios, from satellite to WLAN and from WLAN to Satellite 

handovers have shown better TCP throughputs while using PEP [16]. On the basis of research 

done in [15] and [16] we can conclude that we can achieve good results for the Handover 

between IEEE802.11 and satellite communication. It will not be such a difficult task to 

implement PEP for ITS networks to achieve the best results for handover.  

3.2.3  Fast Mobility  

 

Fast mobility is an important issue as we know that vehicles will be mobile at high speed on 

roads. Satellite communication must be suitable to maintain connectivity and reliable 

communication for time critical data at least. We have found that there are many projects 

running to provide Internet services in fast trains and they are using or investigating how to 
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implement satellite communication to achieve this task most of the time collaborating with 

another technology to develop a hybrid communication system. An interesting example of this 

is the project named ñFIFTH (Fast Internet for Fast Train Hosts)ò running in Italy to provide 

Internet service to passengers in fast trains. In this project they have studied a new prototype 

of satellite communication to support fast trains. A practical implementation has been 

designed and developed to achieve the goal of providing an Internet service to passengers in 

fast trains [13]. We would like to include another research study which has discussed the 

mobility of nodes while communicating through satellite communication. In this research 

work, the mobility issue of fast moving trains has been discussed and it has proven that 

satellite communication can provide Internet access to passengers in fast moving trains [14]. 

We can conclude that using satellite communication to support communication between nodes 

at a high speed will not be a difficult task. 

3.2.4 Coverage/Range 

 

Satellite communication is able to provide all nodes with maximum communication 

availability. We can follow the basic principle of satellite communication which provides 

communication across the globe regardless of the position. Satellite communication is able to 

provide the coverage of the whole country or a continent and is far better to the as it can cover 

the very wide geographical range than any terrestrial communication technology. It is also 

dependent on the kind of satellite that will be utilized to support the HWA for ITS.  

3.2.5 Cost 

 

Satellite communication can be an expensive solution for any ITS. As we know a big budget 

will be required to develop, install, deploy and maintain the whole infrastructure for V2V and 

/or V2I communication setup to integrate it with IEEE 802.11p. We will need extra hardware, 

software and technical support at different levels, which can affect the total cost severely for 

the integration of Satellite communication and IEEE 802.11p.  If we add the cost of satellite 

communication for implementation of ITS with heterogeneous wireless networks we may end 

up with an expensive solution.  From the cost point of view it is not the best solution 

apparently but further detailed research and experiments will be required to make any 

conclusion. 

3.3 Mobile Communication  

 

Modern mobile communication technologies like 3G  or 4G  can be a good contender to 

operate  in conjunction with IEEE 802.11p to make an ITS more practical and realistic by 

supporting safety applications. The biggest advantage will be the infrastructure of mobile 

communication systems, which is already implemented in most of the advance countries. The 

integration of mobile communication technologies will be less demanding for the cost and 

hardware infrastructure point of view. We will consider 3GPP LTE (Long Term Evolution), a 

so called 4G mobile communication technology, as our candidate technology to operate with 

IEEE 802.11p. LTE Advance is one of the modern communication technologies and 
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Scandinavian countries are considered as pioneers of transforming from 3G to 4G and 

providing 4G services to local customers [17]. Let us investigate LTE in relation to our 

predefined constraints to find the suitability of LTE for the problem under consideration. The 

LTE before version 8 or LTE Advance is not considered as full 4
th
 Generation communication 

technology [18].  

LOS 

 

Mobile communication technologies including 3G and 4G have very less dependence on the 

LOS. Being a user of mobile devices with support of 3G or 4G mobile communication 

technology we do have the experience of using these devices anywhere inside buildings, 

houses etc. We can assume that mobile communication technology can operate smoothly 

where connectivity is lost due to NLOS between mobile nodes or vehicles caused due the 

presence of obstacles, buildings and even crests in the road. We would like to suggest LTE as 

the candidate technology to operate in conjunction with IEEE 802.11p for any ITS. LTE is 

one of the most advance communication technologies and all the vendors of previous mobile 

communication technologies are transferring or already have transferred to 4G or Advance 

LTE.  Radio access technology adapted by LTE is OFDM (Orthogonal Frequency Division 

Multiplexing) to enhance the performance of UL (Up Link) and DL (Down Link) data rates 

[19]. Peak data rates for the DL are 100 Mbps and 50 Mbps for UL is provided for LTE 

whereas the LTE Version 8 (Advanced LTE) is expected to provide the DL throughput as 

300Mbps and for UL 75Mbps [19] [20]. LTE can operate in bandwidth of 20MHz, 15MHz, 

10MHz, 5MHz, 3MHz and 1.4MHz [19]. 
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Figure 5: Vertical Handover Architecture as proposed in [21] 

3.3.1 Vertical Handover / Integration 

 

Heterogeneous wireless access is one of the most advance techniques to provide portable, 

reliable and flexible communication services for modern communication systems. Current 

telecommunication industry has realized that they are in need of HWA for better services and 

this is a very good sign in relation to our proposal of HWA for ITS. We would like to mention 

a very interesting research project conducted by Youson Hwang and Aesoon Park, in which 

the integration of WLAN and 3G LTE has been proposed, tested and verified as a solution for 

better services to mobile users [21]. The integration of WLAN and LTE is very much relevant 

to our problem because IEEE 802.11p is based on WLAN and can be utilized as a solution to 

provide HWA for any ITS.  

 

In [21] they have proposed the structure of a UE (User Equipment/Mobile Device) based on 

an open middleware.  This generalized structure will make a UE independent of the certain 

network and will make it capable of supporting a seamless vertical handover between 

available networks whenever needed. This open middleware has supported the 

implementation of the network device abstraction [21]. The open middleware is designed in 

such a way such that UE will constitute of network dependent and network independent parts. 

The proposed architecture of the VHO platform has been illustrated in the Figure 5 which 

consists of UE middleware, VHO management functions and user applications [21].They 

have developed a 3G LTE test-bed vertical handover platform in UE and evaluated an 

efficient handover as explained in [21]. The technique tested can be used to integrate several 

wireless networks. We can take advantage of the architecture implemented in a UE and can 

equip our mobile nodes/ vehicles with similar kind of open architecture. In the experiments 

under consideration a successful vertical handover platform has been demonstrated and results 

have proved that a handover between 3G LTE and WLAN was successful without any flaws 

or service interruptions [21]. 

3.3.2 Fast Mobility  

 

LTE is aiming to provide the support of mobile nodes at a very high speed. A very important 

scenario which has been considered to provide the support of LTE based communication to 

mobile nodes is the train users where the mobile nodes are expected to be moving at a speed 

of a few hundred kilometers per hours. They have considered this issue for the transfer of 

voice and data packets to the individuals with mobile devices traveling in high speed trains. 

An LTE system can provide the communication to the mobile nodes moving at speed of up to 

350 km/h and even 500  km/h which depends on the frequency band in use [18]. LTE is able 

to support the mobile nodes moving even at higher speed than we are expecting in our 

problem for mobile node vehicles on the road. 

3.3.3 Coverage/Range 

 
We are looking for a communication technology which will be able to cover wider areas than 

IEEE 802.11p so that if in some regions where it is not possible to use IEEE 802.11p at all the 

alternatives can be utilized. LTE systems are able to provide the coverage of a cell with radius 
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of 5 km and this information is very encouraging in relation to our problem [18]. In the wide-

area deployments of LTE it will be able to support coverage within a cell of radius of up to 

100 km with same standards of quality of service [18].  LTE seems as a very good contender 

to be integrated with IEEE 802.11p for the support of reliable real time communication for 

any ITS.  

 

3.3.4 Cost 

 

Cost must be considered for any candidate technology before it will be integrated into the ITS 

because in the end it will add the expenses to the end user for using the facility and services. 

According to the  proposed method of integration of LTE and WLAN the cost will not be 

increased majorly but some budget will be required to enhance the capabilities of a mobile 

node to support more than one wireless communication technology and the same level of 

enhancements will required for the road side unit. But we can assume that a methodology of 

developing a middleware to provide the support of more than one communication technology 

can be a cost effective and universal solution. 

 

3.4 Short Range Communication 

 

Short Range Communication Technologies (SRCT) are also an important contender to operate 

in cooperation with IEEE 802.11p to make any ITS more energy efficient. We would like to 

add to consider SRCTs as a good solution to operate the mobile nodes or vehicles in power 

saving mode.  In other words when low battery power is available within a mobile node any 

SRCT can be used to communicate at least safety related data among various nodes and road 

side units. There are several SRCTs available with easy to implement methods including 

Bluetooth and ZigBee (802.15.4) etc. Another productive reason to consider SRCTs is to 

integrate WPAN (Wireless Personal Area Network) devices within the ITS for the safety of 

bike-riders and people walking on the road.  We would like to consider ZigBee as a good 

contender for the ITS to provide it with HWA. We assume that in the future ITS ZigBee will 

operate with IEEE 802.11p in cooperation with other wireless communication technologies to 

support HWA for any ITS.  

 

ZigBee as a communication standard was released in 2004 and is considered to have the 

characteristics of low cost and low power consumption which makes it to be considered for 

ITS [22]. The data rate or network speeds  supported by ZigBee is about 250 kbps which 

means that ZigBee can be an ideal solution to communicate the safety related data whenever a 

node is in power saving mode. The area coverage or the network range of ZigBee is up to 

100 m also its ability to support mesh topology can be very productive for ITS environments. 

LOS dependence in the case of ZigBee is not expected to be better than IEEE 802.11p, 

because it operates at the same frequency band of 2.4 GHz as IEEE 802.11g (Wi-Fi) [22]. We 

would like to emphasise on a research project which is conducted under the umbrella of 

EMMA (Embedded Middleware in Mobility Applications) to investigate the suitability of 

ZigBee for ITS applications. EMMA is funded under the IST (Information Society 
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Technologies) Priority of the 6
th
 Framework Programme of European Commission [23]. In 

this experiment ZigBee technology was used for the wireless communication between vehicle 

and Road Side Infrastructure/ Road Side Unit. The vehicle was moving across at high speeds 

of 96.56 km/h and 112.65 km/h [22].  

 

The hardware used in these experiments was very simple, consisting of Micaz motes [24]. 

This hardware is commercial available to general public by a Company named as Crossbow 

[24]. This hardware is also considered quite cost effective and in future the price is expected 

to fall down. Interesting features of this hardware includes a processor operating at 7.37 MHz, 

program memory of 128 Kbytes, flash memory of 512Kbytes and 4Kbytes of SRAM. The 

component which is off our great interest was 2 AA batteries and both (motes) devices one in 

vehicle and the other at the RSU are expected to have a battery life of 1 year, depending on 

the applications being executed.  Though much research and more experiments are needed  to 

prove the fact of using Zigbee for ITS but during these experiments it has been concluded 

based on the results of the experiment that ZigBee can be used for future ITS. During the 

experiments explained earlier the communication window for 1.94 seconds and 1.54 seconds 

for the speed of 96.56km/h and 112.65 km/h respectively have been evaluated [22].  

 

Communication delays as mentioned earlier may not be the best for some worst case 

emergency scenarios as we have considered and evaluated in Chapter 6, but most of the 

emergency situations will be tolerant to longer delays for communication of safety related 

data. Therefor we believe that an ITS communicating safety related data within above delays 

can still avoid most of the accidents between several vehicles. 

 

 Also it has been discovered that communication using ZigBee was not effected by Doppler 

effects at normal motorway speed. Signal degradation was also very minor during these 

experiments of vehicle moving at high speed. The coverage supported based on these 

experiments was recommend for about 50 meters.  Further detailed experiments are required 

to find out the suitability of ZigBee to operate with IEEE 802.11p but based on the low 

battery consumption, supported data rate and network range we can assume  that ZigBee can 

play an important role for the realization of future ITS as proposed in our work.  
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4 Process of Vertical Handover in HWA Environments 

 

VHO is a relatively new concept but is getting very common due to the dynamic needs of 

todayôs wireless communication networks. Most modern communication systems are really in 

need of heterogeneous wireless access (HWA). To implement the concept of HGWA an 

efficient and smooth VHO will be needed. We have illustrated in Figure 6 the concept of the 

VHO in a heterogeneous wireless access for mobile nodes in VANET. 

 

 

 

 

ig 1: Basic concept of Vertical Handover in ITS 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig 1: Basic concept of Vertical Handover in ITS 

 

 

 

Figure 6: Process of in Vertical Handover in HWA Environments for ITS 

 

 

VHO involves consideration of the various characteristics of each mobile node and the whole 

network or networks to make it more affective. The most important issue which a VHO 

should consider includes the service continuity without any interruption or in other words a 

seamless hand over. Some other aspects will be of great importance based on the type of 

network which includes network discovery, security, network selection, power of each node 

and of course quality of service [6]. The importance of the intensity of seamlessness during a 

VHO for a particular network or networks can vary; depending on the type of data and kind of 

applications those networks are running.  
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4.1 Vertical Handover for VANET 

 

VANETs are considered as a novel concept of utilizing wireless communication technologies 

to realize the proactive ITS approach. A Dedicated Short Range Communication technology 

named as IEEE 802.11p has been developed for V2V and V2I communication by the IEEE 

working group in a VANET environment. IEEE 802.11p is an efficient and cost effective 

solution for the V2V and V2I communication but as suggested before it will be insufficient 

for reliable real-time communication in situations as explained earlier in chapter 2. We need 

heterogeneous wireless networks to achieve the goal of ITS for better reliability and 

efficiency. But for the implementation of heterogeneous wireless networks for ITS, we have 

to investigate deeply various issues related to the integration of any wireless communication 

technology with IEEE 802.11p. One of the issues is realisation of the seamless VHO to 

provide services without any interruption. Any candidate wireless communication technology 

for VANET must be suitable for the demanding and dynamic nature of these networks and 

secondly the integration must be seamless so that real-time communication can be continued 

without any interruption or delay for each mobile node.  

 

We can analyse from the demanding nature of the VANET that it will be a very dynamic 

network.  We have to consider the speed of mobility of the nodes and this will raise the issue 

of the need for a very fast and seamless vertical handover between IEEE 802.11p and any 

other proposed technology. Fast vertical handover will be needed for the timely delivery of 

safety related data or in other words data related to safety applications of an ITS. To achieve 

the support of the heterogeneous wireless networks of ITS all mobile nodes can be equipped 

with multiple radio access interfaces for various different wireless technologies [25]. But to 

achieve an uninterrupted session a seamless handover technique between different wireless 

technologies will be required.  

 

We are going to consider VANET environments for heterogeneous wireless access in detail. 

We are mainly concerned about real-time communication for the data related to safety 

applications of any ITS. In VANET VHO must be seamless so that the strict time deadline 

related to the delivery of safety related data packets must be achieved. Before discussing the 

details of a VHO scheme for a vehicular network in a VANET environment letôs have a look 

at the various generic technical stages of a VHO. In brief a description VHO can be divided 

into three basic phases [6] and these phases and their interaction have been illustrated in 

Figure 7 and explained briefly below: 

4.1.1 Handover Information Gathering Phase (HIGP) 

 

The HIGP is composed of a set of tasks to be completed and due to this has been named in 

different ways. These theoretical names, used by several researchers, include Handover 

Information Gathering (HIG), system discovery, system detection, handover initiation and 

network discovery [6].  
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The HIG phase is supposed to perform more than one task which includes gathering 

information about the network, mobile nodes, Access Points and per-defined user preferences. 

All the gathered information will be used to make decisions of VHO in the next phase. The 

information gathered during the HIG phase includes ascertaining the availability of 

neighbouring networks, information about mobile nodes and user preferences or services [6]. 

 

 

 

 

 

 

 

 

or services [1]. 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 7: Generic representation of various phases of VHO 

 

 

4.1.2 Handover Decision Phase (HDP) 

 

The HDP will be the heart of the VHO process because during this phase decisions will be 

made regarding timing of handovers and network or communication technology selection 

based on the values of certain parameters for which information was gathered during the 

previous phase. This selection process will be based on different predefined values for those 

parameters based on the type of communication systems and applications. This phase has also 

been named in a variety of ways depending on the research orientation and their titles include 

system selection, network selection and handover preparation [6]. The HDP is essential due to 

its operation in a heterogeneous network access environment. 














































