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Abstract

Technological advancement has transformed our lives by bringing unparalleled convenience and efficiency. Data, particularly consumer data, essential for influencing businesses and developing personalized experiences, is at the heart of this transition.

Companies may improve consumer satisfaction and loyalty by using data analysis to customize their products and services. However, the collection and utilization of consumer data raise privacy concerns. Protecting customers’ personal information is essential to maintaining trust, respecting individual autonomy, and preventing unauthorized access or misuse.

Along with the protection of data, transparency is also another essential factor. When companies or organizations deal with users’ data, they are liable to inform these users of anything and everything that happens with their data.

Our study focuses on the online privacy policies of Google Chrome browser extensions. We have tried to find the extensions that comply with the data protection guidelines and if all Google Chrome browser extensions are transparent enough to mention the details as per guidelines. Utilizing the power of Natural Language Processing (NLP) techniques, we have employed advanced methodologies to extract insights from these policies.
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1 Introduction

Technological developments lead to innovations in both business and everyday life. With technological advancement, especially over the last decade, there has been an explosion of information about people, their behaviour and their contexts. This phenomenon is referred to as learning analytic data, as the data collected are analyzed and interpreted to personalize the experience.

The production and the consumption of learning analytic data have been a significant factor in transforming organizational practices, opening new pathways for data collection, analysis and reporting that previously seemed impossible. As a result, social actors can now use more data in a targeted way and in real-time. Social actors may include various entities, including individuals, groups, organizations and institutions like government agencies, private companies, non-government organizations (NGOs), community groups and even influencers. With new emerging technologies and methods, a vast amount of data, including personal and confidential information of the users, is now easily accessible to these social actors.

Data are a vital resource that drives decision-making processes, supports the functionality of various services and technologies and creates innovation. Multiple business institutions and governments use them to study consumer behavior, enhance user experiences, streamline operations and make informed strategic decisions. The advent of machine learning and artificial intelligence has helped automate processes and personalize user services by using algorithms that predict trends and user patterns by expanding the potential of data, making data more and more valuable.

The modern web, or in other words, the Internet, serves as a host for a myriad of online services. Web browsers provide an interface between the user and the online content through the Internet. They serve as a gateway to the immense amount of information available on the Internet by playing a crucial role in shaping the user’s digital experience. They request users for their personal information; for example, most popular websites require users to register by giving their details to create an account, including their email address, name and date of birth. Another example is that many social media platforms witness users sharing vast amounts of personal information, like posting individual or family photos online, revealing information like places checked in and
products purchased or used. In short, users willingly divulge much of their personal information online.

The features of the web browsers can be enhanced using browser extensions. The browser extensions can interact with web pages, change the browser’s appearance and provide new functionality through the user interface. Because of the privileged positions of browser extensions inside a user’s browser, they have access to the content and personal data like form entries, passwords, history, web cache and cookies of users [22, 56]. This personal information is gathered, matched, transferred and profiled as a part of the routine engagement by the websites, which sometimes fail to handle the personal data of the users in a discreet manner, potentially exposing users to privacy risks.

The ever-evolving landscape of the modern web presents a complex relationship between user engagement, utilization of personal data by online services and the potential risks introduced by websites (browser extensions, in our case). As users navigate the digital realm, awareness of these dynamics becomes paramount, urging those involved to prioritize the responsible use and management of personal information in the ever-expanding online ecosystem.

Governments and regulatory bodies worldwide now recognize the importance of privacy protection and are enacting or updating regulations to address these concerns. Accordingly, there have been recent changes in the regulations, especially the principles in Article 5, section 2 of the General Data Protection Act (GDPR), designed to restrict how data are managed [47]. In the context of data protection, the countries in the European Union follow GDPR guidelines. In the United States, although there is no comprehensive national privacy law, there are data protection laws that are sector-specific, like the Children’s Online Privacy Protection Act (COPPA), California Consumer Privacy Act (CCPA), Health Insurance Portability and Accountability Act (HIPAA) [42]. Similarly, different countries have their guidelines when it comes to the protection of data, like Australia’s Privacy Principles (APP) in Australia, the Information Technology Act in India, the Electronic Communications and Transactions Act in South Africa, the Personal Data Protection Act in Singapore [48]. However, most of these guidelines are influenced by GDPR [27].

According to GDPR guidelines, companies must obtain explicit consent from individ-
uals before collecting and processing their data [45]. Privacy policies are the primary channel through which companies inform users about their data collection and sharing practices [29].

As per Google Chrome’s Web Store developer agreement [24], the developer has to ensure that users are informed about data collection if their extension is doing that and violation of the agreement or Google Chrome Web Store Program Policies may lead to suspension or termination of the rights to publish on the Web Store as per clause 8.3. Therefore, to comply with the directions of the developer agreement, websites typically post privacy policies based on the **notice-and-choice principle**; that is, they show users the terms of the privacy policy and the users can accept or reject the terms mentioned in the privacy policy [57]. However, in practical situations, users do not read the complete privacy policies on websites or have difficulties understanding them [57].

Hence, data-driven evolution creates ethical and privacy considerations. Poor privacy decisions by corporates and individuals may lead to undesirable consequences, such as selling personal data or information to unknown third parties or unintentionally collecting personal data for use in newsletters, analytic, personalization or even phishing attempts [47].

Recently, authors analyzed 178,893 extensions from the Chrome Web Store between September 2016 and March 2018 and 2,790 extensions from the Opera browser [14]. The analysis showed that 3,868 (2.13%) extensions potentially leaked privacy-sensitive information. Also, among the Chrome browser extensions confirmed to leak privacy-sensitive information, the top ten extensions alone have over 60 million users combined.

In this MSc project, we analyze the privacy policies of Google Chrome browser extensions and answer the following questions:

**RQ1** Do all browser extensions in the Google Chrome web store inform users about their data collection and management practices through a separate privacy policy?

**RQ2** How many Google Chrome web store browser extensions use the same privacy policies?
2 Background

In this section, we introduce terms like browser extension and privacy policy that we will use in the report.

2.1 Browser Extensions

A web browser is a software application used to access and view web pages on the Internet. A few examples of web browsers include Google Chrome, Mozilla Firefox, Apple Safari, Microsoft Edge and Internet Explorer [43]. The user’s browsing experience while accessing web pages can be enhanced or customized as per user preference using browser extensions.

A browser extension is a piece of software installed as an add-on in the web browser to offer additional features like ad blockers, language translators, sound boosters, video editors and password managers. It can interact with web pages, change the browser’s appearance and provide new functionality through its user interface. Because of the privileged position of browser extension inside a user’s browser, they might have access to the content and functionality not available to web pages, such as the ability to conduct and read cross-origin requests and access a browser’s history and cookies [10]. The privileged access of browser extensions in a web browser can cause privacy concerns, even in private browsing mode [56].

Browser extensions are found in web browser’s official extension stores or marketplaces. For instance, the Chrome Web Store is the go-to place for extensions for Google Chrome, while Firefox Add-ons is where we can find extensions for Mozilla Firefox. Before installing a browser extension, it is always advisable to read its reviews, ratings, attached policies and terms & conditions. A browser extension’s privacy policy specifies how the developer collects, stores and uses personal information gathered through their extension. This data could include browsing history, IP address, location information and cookies.

The Browser extensions extend the functionality of web browsers that interact with individuals, while privacy policies govern how the extension developer acts or is supposed to function.
There are many browser extensions available that provide benefits to users like [19][20]:

a. **Customization:** Browser extensions allow users to customize their browser experience according to their preference, adding features and functions not built into the browser.

b. **Enhanced productivity:** Browser extensions are available that can increase productivity by streamlining tasks, automating processes and adding functionality that improves workflow.

c. **Accessibility:** Browser extensions can make web content more accessible for users with disabilities by providing features such as text-to-speech, screen readers and other assistive technologies.

d. **Security:** Browser extensions can enhance security by blocking ads and pop-ups, scanning for malware, protecting user privacy by blocking and tracking cookies and employing other data collection methods.

e. **Entertainment:** Some browser extensions provide entertainment value by adding games, social media features or other fun elements to the browsing experience.

While browser extensions can enhance the user’s browsing experience by providing additional features, they can pose privacy and security threats [26][31][53]. For example:

i. **Malicious extensions:** Malicious browser extensions may download malware, spyware or Trojan horse virus in the system that can harm the computer and steal personal information.

ii. **Data collection:** Browser extensions may collect browsing history, including search queries, websites visited, sensitive information, and personal data and sell them to third parties.

iii. **Security vulnerabilities:** Browser extensions may have security vulnerabilities that hackers can exploit and gain access to the computer to steal personal information.

iv. **Compatibility issues:** Browser extensions may not be compatible with the browser or existing extensions used in the particular system, causing stability issues or other technical problems.
v. **Performance issues:** Multiple browser extensions may consume many system resources, causing web browsers to slow down or crash [10].

### 2.2 Privacy Policies

A privacy policy is a legal document that outlines "what" and "how" a company or organization collects, uses, shares and protects the personal information of its customers or users.

According to GDPR guidelines, individuals have the right to know what personal data companies collect about them, how they use it and with whom they share it. Individuals also have the right to access, modify or delete their data, object to its processing or request its transfer to another company. Services or businesses that collect this information must maintain the confidentiality of personal data collected for transactions within EU member states [32] [Information Commissioner’s Office, licensed under the Open Government Licence v3.0 For Organisations – A guide to individual rights, updated as of 19 May 2023].

Browser extensions display their privacy policy on the web page, but the placement of the policy document or link varies from site to site and is not a fixed location. It is usually available either on the extension’s download page, the developer’s website, the settings menu or the options menu [25]. There are also many browser extensions without a published privacy policy. Some browser extensions have privacy policies uploaded in their local language and are unavailable in English. Companies usually provide a link to their privacy policy during the account registration process when users sign up for newsletters or subscribe to any offers or advertisements. In addition to being available on a company’s website, privacy policies are also included in additional documentation, such as terms of service and end-user license agreements or as part of their "terms of service" in the case of mobile apps.

#### 2.2.1 Importance of Privacy Policy

We can summarize the importance of privacy policies below [37]:

i. **Transparency:** A privacy policy promotes transparency between a company and its customers or website visitors. It also helps build users’ trust in the company.
ii. **Protection:** A privacy policy outlines the measures a company takes to protect the personal information of its customers or website visitors. It can include techniques like encryption, firewalls, and other security measures that help prevent unauthorized access or data breaches.

iii. **Accountability:** A privacy policy provides a clear framework on how a company handles personal information and helps them hold accountable if there is a breach or misuse of data.

iv. **Compliance:** Many countries and regions have laws and regulations requiring companies to have a privacy policy, such as GDPR in the European Union. Failure to comply with these regulations can result in legal penalties. Having a privacy policy ensures that a company is compliant with these laws.

v. **User rights:** A privacy policy outlines the user’s rights over their personal information, such as the right to access, modify and delete their data. It helps to empower users and give them control over their data.
3 Related Work

As this is an emerging field, limited research and studies have been done in the area related to privacy policies of browser extensions. In this paper, we present our analysis of privacy policies of Google Chrome Web Store browser extensions. In this section, we have given a gist of a few studies about privacy policy analysis, studies on browser extensions and later, we have tried to merge both and present our results.

3.1 Privacy Policy

Existing work on privacy policies shows analysis from varied angles to study its importance, different perspectives and implications on data collection and management practices. The studies have been done on both policies that were available online and offline.

Researchers have conducted various studies and analyses of privacy policies based on different categories, including but not limited to privacy policies of Android apps [55, 50], iOS apps [21], smart home devices [39] and browser extensions [14, 12].

In a paper by Juniper Lovato, Philip Mueller, Parisa Suchdev and Peter S. Dodds [38], the authors have examined the privacy policies of more than two decades. They developed a dictionary of PII (Personally Identifiable Information) related terms from their extensive data set, which was textual privacy policies obtained from Amos et al. that included over one million privacy policy snapshots from over 100,000 websites from 1997 to 2019. The analysis results that were obtained at the word level highlighted the stability of privacy policy PII data type terms over time; at the topic level, the results highlighted the complexity of the privacy policies, which was measured by comparing the compression factor with the previous years, showing that the complexity of privacy policies has decreased over time and at network level the results of the analysis were showcasing the sensitivity and risk in the privacy policies by measuring the density of the word co-occurrence to understand privacy policies’ stability, complexity and sensitivity over time.

A considerable number of studies have been conducted in terms of their readability, complexity and comprehension [11, 9, 33, 40]. Earlier research has been done to identify
proper purpose-centric statements, vagueness in the text of policies and contradictions in the policy and actual practice \([52, 8, 6, 55, 2, 17, 15]\). Studies have also been performed to know the options provided to the user based on the "Opt-out choices" and "notice and consent" facility provided to the user \([44, 49]\). Another area on which privacy policy studies have been conducted is compliance with the guidelines \([8, 9, 15]\).

### 3.2 Browser Extension

The present Chrome extension system stems from the design proposed by Barth et al. \([5]\). The proposed design was aimed more at the developers and could have been easily exploited by malicious website operators. In recent years, much research has focused on security and permission models in light of the possible vulnerabilities \([4, 5, 13, 28]\). Research has been conducted \([35]\) to dynamically analyze Chrome browser extensions and detect malicious behaviour in browser extensions. In their paper, the authors confirmed identifying 130 malicious and 4,712 suspicious extensions with up to 5.5 million browser installations.

In a related paper \([36]\), the authors stated that the browser extensions obtain user permission to collect, store and process the user’s personal data during installation. However, companies divulge very limited information regarding the data collection and management practices and the potential risks to the users. According to \([14]\), 2.13% of extensions may have exposed privacy-sensitive information and the top 10 most popular Chrome extensions with privacy issues have over 60 million users combined. The study gives insight into the vast amount of information leak that occurs through these browser extensions alone. In \([56]\), the authors point out that even in private browsing mode, there are privacy breaches that are caused by some browser extensions.

This study will analyze the privacy policy of Google Chrome Browser Extensions.

### 3.3 Automatic Analysis of Privacy Policies

Earlier research has suggested that most times, the privacy policies are written in a "legal language", making it difficult for average users to understand them \([57, 33, 46, 50]\). The relevant information can be extracted from the text of these privacy policies using Natural Language Processing (NLP) \([59]\) and deep-learning techniques \([30, 51]\). These
techniques extract the relevant data and present the information in more accessible ways to the users \cite{7, 18, 30, 41, 54}. Some studies have used several pre-defined patterns to analyze privacy policies. In the paper by Costante et al. \cite{16}, they developed a technique for automatically analyzing privacy policies. It also displays the information collected by the websites based on the information extraction techniques used. Brodie et al. \cite{11}, mentioned that they created a method to convert written privacy policies into machine readable form by creating a set of grammars and a specific set of rule elements using NLP. In paper \cite{55}, the authors claim to have developed a system called PPChecker that would automatically discover the inconsistencies in the Privacy policies. Zimmeck et al. \cite{58}, proposed a software architecture called Privee that would be able to determine whether a privacy policy contains statements related to information collection. On the other hand, Slavin et al. \cite{50}, proposed a semi-automatic method to find the information retained in the app’s byte code but failed to mention it in its privacy policy. Such privacy policies would fall under the category of Incomplete Privacy Policies.
4 Research Methodology & Analysis

This chapter introduces the methods followed for obtaining the data set and details about the analysis in the study. Given the popularity of Chrome, we restricted our analysis to the browser extensions stored in the Web store, the public repository maintained by Google from which users can install browser extensions.

In the following sections, we have explained how we obtained the privacy policy of all the browser extensions and leveraged this data to extract results and meaning from the data set. During various stages, we have used open-source tools wherever possible.

![Diagram of Data Set]

Figure 1: Overview of Data set

The Google Chrome Web store has more than 100,000 different browser extensions. These extensions are being added, deleted and updated continuously. A few extensions have also become redundant and are not in use. Figure 1 depicts the overview of the data set (explained in detail in the following section) that we have used in this study.
4.1 Dataset

We crawled the Google Chrome Web Store and obtained links for 116,325 browser extensions as of February 2023. We used the Python script for the purpose.

Of all the browser extension links obtained, few extensions were redundant or had Network error, preventing us from further processing those links. We discarded 5,376 (4.60%) such browser extension links and proceeded with the remaining 110,949 browser extensions (as in Figure 1), which forms our base data set, in May 2023.

On repeating the process in October 2023, we discarded a total of 21,485 (18.50%) browser extension links, as they had become redundant or had Network error and proceeded with the remaining 94,840 browser extensions, which forms our second base data set, in October 2023.

4.2 Collecting information of dataset

For every browser extension, we collected information such as name, updated date, size, contact information, number of users and privacy policy URL, wherever available, first in May 2023 and again in October 2023.

4.2.1 Collecting data from web page

The list of browser extensions to be scraped for further fetching their details is maintained as an HTML file. Using the Beautiful Soup library, we extracted attributes from the web page based on the tag and the required text. For example, for extracting "name" information, the code looks for <title> tag within <head> section of the particular HTML document. It extracts content from the <title> tag and assigns it to the variable "name". Similarly, to extract privacy policy URLs, the code looks for an <a> tag with the text "Privacy Policy" and extracts the value of the particular href attribute. The corresponding URL is then assigned to the variable "Privacy Policy".

Similarly, we collected all the data available on the web page of the browser extensions. Based on the information collected, we found that the majority of the browser extensions from the Web Store show a declaration stating that the developer has not provided any
information regarding collection and usage practices to Google Chrome (as in Figure 2a) or a declaration that the developer will not be collecting any data (as in Figure 2b).

Even though there are specific guidelines stating the requirement for providing details about data collection, management and sharing practices, the developers and website owners find loopholes in the system to avoid giving all users accurate information.
4.3 Pre-processing the data set

After collecting browser extensions with separate privacy policy URLs, our next major step is cleaning and arranging the data for further processing.

4.3.1 Removing Identical URLs

We segregated browser extensions having separate privacy policy links. Using Excel, we removed all the repetitive links based on the updated date, i.e., when more than one browser extension has the same privacy policy link, we eliminated the older ones and maintained the one with the latest updated date.

After removing the duplicated or identical privacy policy URLs and the corresponding browser extensions, we have obtained our set of unique individual privacy policies, which will be processed further.

We feel that multiple browser extensions have the same privacy policy because, instead of having individual privacy policies for all the browser extensions developed by the developer, it would be much more convenient for the developer to maintain a standard privacy policy and the link for the particular privacy policy is provided to all the extension he develops. Also, if the privacy policy is a standard comprehensive policy, including all aspects of data collection, management and sharing practices, it would be convenient for developers to use the same privacy policy, especially if the number of extensions developed are in large numbers.

4.3.2 Cleaning the data set

After obtaining the data set containing unique privacy policy URLs of browser extensions, we cleaned the data set before we could finally extract text from the privacy policies for our analysis.

For this purpose, we have used Beautiful Soup and langdetect libraries.

We have limited our studies to English as evaluating privacy policies in other languages would require additional language proficiency. For this purpose, i.e., to exclude non-English privacy policies from our crawls, we ran a language detection crawl that segregated non-English privacy policies in a separate file.
Also, certain privacy policy URLs had no text in the link given as privacy policy. All such privacy policies with similar exceptions were categorized as errors for this study and were eliminated from further processing.
5 Results & Discussion

In this chapter, we analyze and present the study results about privacy policies of browser extensions. We also offer our analysis, which will help us to answer our research questions.

Based on analysis details of Section 4.2, we found that out of the May 2023 base data set of 110,949 browser extensions, 27% (30,162) had links to an external privacy policy, i.e., the privacy policy is not in the Web Store but allocated in another Internet address. For the data set of October 2023, the figures have mostly stayed the same. It is observed that 28.50% (27,046) had links to a separate privacy policy, as depicted in Figure 3.

From Figure 3, we can confirm that all browser extensions in the Google Chrome Web Store do not inform users about their data collection and management practices through a separate privacy policy. Less than 30% of the browser extensions adhere to this practice and have a separate privacy policy even though specific guidelines like GDPR and CCPA emphasize the importance of privacy policies and require website owners to be transparent about the information they collect from the users and obtain user consent. The result of this study indicates a notable gap in adherence to the basic concept of
transparency regarding data collection and management practices. It is crucial that users are informed about how their data is handled and the lower percentage suggests that a substantial portion of extensions may lack explicit communication on these matters.

According to an article published in February 2019 [34], the study conducted by a security firm Duo reported that 85% of extensions and apps in the Google Chrome Web Store do not have a listed privacy policy [34, 23]. With the onset of COVID-19 around November 2019, the usage and dependency on online platforms increased considerably, followed by strict adherence to online regulations. It could be one of the factors contributing to more developers uploading their privacy policies, raising the percentage of presence of privacy policies from 15% before February 2019 to 27% in May 2023.

However, [34] also mentions that the absence of a privacy policy does not necessarily mean the extension is malicious. Still, it makes it difficult for users to understand what data is being collected and how the collected data is being managed.

One interesting observation during our analysis was that 4,283 Chrome browser extension URLs were updated at least once in six months, i.e., between May 2023 and October 2023. However, they still do not have a separate privacy policy.

Of the 30,162 browser extension URLs with a privacy policy (as of May 2023), 3,773 were duplicated and used for 14,579 browser extensions, leaving only 19,356 unique privacy policy URLs, which addresses our RQ2. The analysis indicates that multiple browser extensions share the same privacy policy, possibly maintained by the same developer for convenience. Even though maintaining a uniform and standard privacy policy might be convenient for developers, it raises concerns about the data collection and management practices of browser extensions. It also raises concerns about whether these shared policies accurately reflect the unique data practices of each extension.

The repetition of privacy policies suggests a common approach among the developers, that they are potentially using a standard comprehensive policy for multiple extensions. It also emphasizes the need for closer examination of shared privacy policies to ensure they adequately address each extension’s specific data collection and management practices. It also indicates a potential challenge in providing users with precise and tailored information about how each extension handles their data.
Figure 4 shows the graph with the number of times different browser extensions use the same privacy policy. (Due to size restrictions, we have been able to include only a few privacy policies.)

![Figure 4: Browser Extensions with same Privacy Policy](image)

The highest number of times the same privacy policy has been repeated was 279 times for various browser extensions. In Table 1, we include the top 5 of the most used Privacy Policy URLs and the number of browser extensions that used the same privacy policy.

<table>
<thead>
<tr>
<th>Privacy Policy URL</th>
<th>Extensions</th>
</tr>
</thead>
<tbody>
<tr>
<td><a href="https://gamebol.com/privacy-policy">https://gamebol.com/privacy-policy</a></td>
<td>279</td>
</tr>
<tr>
<td><a href="https://724fun.com/privacy-policy-2">https://724fun.com/privacy-policy-2</a></td>
<td>147</td>
</tr>
<tr>
<td><a href="https://pickergame.com/page/privacy-policy">https://pickergame.com/page/privacy-policy</a></td>
<td>144</td>
</tr>
<tr>
<td><a href="https://www.loupdb.com/privacy-policy">https://www.loupdb.com/privacy-policy</a></td>
<td>107</td>
</tr>
</tbody>
</table>

Table 1: Duplicated Privacy Policies

Hence, we can conclude the result of RQ2 is that 3,773 privacy policies were used for
14,579 browser extensions in May 2023.

To further process the 19,356 unique privacy policies, we segregated the 13,205 browser extension privacy policy for analyzing its text content as per the data in Table 2.

<table>
<thead>
<tr>
<th>Category</th>
<th>No. of PP URLs</th>
</tr>
</thead>
<tbody>
<tr>
<td>Non-English browser extension privacy policies</td>
<td>3,855</td>
</tr>
<tr>
<td>Browser extension privacy policies with no text feature</td>
<td>206</td>
</tr>
<tr>
<td>Browser extension privacy policies with Network error</td>
<td>2,090</td>
</tr>
<tr>
<td>Browser extension privacy policies for further processing</td>
<td>13,205</td>
</tr>
<tr>
<td><strong>Total</strong></td>
<td><strong>19,356</strong></td>
</tr>
</tbody>
</table>

Table 2: Processed category of Privacy Policies

Based on Table 2, we have 13,205 clean and active privacy policies, which can be used for further processing.
6 Challenges faced

During our course of study, we faced a few challenges. One of our challenges was getting the list of all workable URLs. We crawled the Google Chrome web store and got a list of browser extension URLs, but 5,412 URLs showed "Network Error" and could not be processed. On running the "Error set" again the second time, 36 URLs gave output and none after that. Nevertheless, these non-working URLs are still in the web store and can tamper with the result if not looked into it carefully.

Our next challenge was "network issue" with privacy policy URLs. The program was run three times with a timeout after five tries, i.e., 15 times in total. We are unsure if those URLs would have worked if we had increased the number of attempts before the timeout.

7 Conclusion

Data privacy and management of data are two essential concepts. Their importance is highlighted by the fact that most countries have distinct regulations concerning the protection and management of data. Like GDPR (General Data Protection Regulation) applies to the European Union’s citizens, the US does not have a Federal law concerning the same. It follows the CCPA (California Consumer Privacy Act) for citizens of California, Virginia Consumer Data Protection Act (CDPA) for citizens of Virginia, etc., with laws based on particular groups of citizens like the Health Insurance Portability and Accountability Act (HIPAA) for health-related, Children’s Online Privacy Protection Act (COPPA) to protect children’s rights, etc. 157 countries have their own data privacy laws and guidelines as of March 2022 [27]. Most of the data protection and management policies are influenced substantially by the EU’s GDPR.

According to the policies, the users have the right to know which of their data is being used, stored or given to third parties. The companies, or, in our case, the browser extensions, make these details available to users by publishing privacy policies on their websites.

This document concludes by emphasizing the significance of data privacy and management. It acknowledges the existence of regulations like GDPR and highlights the
influence of such policies on data protection practices globally. The study specifically focuses on whether browser extensions comply with essential data protection guidelines, primarily publishing privacy policies. The document successfully addresses RQ1 that not all browser extensions adhere to the practice of providing a separate privacy policy. The study’s results contribute to quantifying the percentage of browser extensions having external privacy policies. It states that only 27% (as of May 2023) of browser extensions from the Google Chrome Web Store inform users about their data collection and management practices through a separate privacy policy.

Additionally, we found that multiple extensions share the same privacy policies, answering our RQ2 by revealing the frequency of shared privacy policies among browser extensions. As noticed during our analysis 3,773 privacy policies were used for 14,579 browser extensions in May 2023. This analysis emphasizes the need for closer scrutiny and examination of the content and specificity of these policies.

The results of our study contribute to the understanding of the current state of privacy practices among browser extensions in the Google Chrome Web Store and suggest areas for improvement in transparency and user awareness. The findings suggest opportunities for improvement in the communication of data practices by browser extensions. Developers may need to consider enhancing their transparency measures and tailoring privacy policies to reflect the specific data-handling practices of each extension. The study also contributes to the ongoing discourse on data privacy by shedding light on the state of affairs within the Google Chrome Web Store. It underscores the importance of continual scrutiny and improvement in privacy practices.

Overall, this report contributes to the increasing number of studies on privacy policies, specifically with browser extensions and showcases the potential of NLP techniques in analyzing text data.
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